Sicherheit im Ehrenamt
In Zeiten
gesellschaftlicher Polarisierung



Die Arbeit mit Menschen inspiriert

und sie schenkt das Gefuhl, dassdas eigene Tunzahlt.
Leicht oder ruhig istsie selten.

Esgibt Tage, an denen allesgleichzeitig passiert,Gespréache
kippen und Situationen plétzlich zu viel werden.

In Organisationen, die taglich mit unterschiedlichen
Communities arbeiten, gehdren solche Momente dazu.
Wichtig istnur eines:dass niemand damit allein bleibt.

Workshop Berlin,15. November 2025

Einevielfaltige Runde mit gemeinsamen Fragen

Diese Broschureberuht auf dem Workshop ,Sicherheit
. im Ehrenamt in Zeiten gesellschaftlicher Polarisierung”,

organisiertvom Bundeselternnetzwerkder

Migrantenorganisationen fur Bildung & Teilhabe (bbt).

Dazu kamen Menschen aus unterschiedlichen Teilen

des Netzwerkszusammen - unter anderem

aus dem Bundeselternnetzwerkder Migrantenorganisationen
far Bildung & Teilhabe (bbt) als Dachverband,

der Féderation TirkischerElternvereine in Deutschland (FOTED),
dem Zentralratder Afrikanischen Gemeinden in Deutschland
(ZAGD),

dem Landesnetzwerkder Migrantenorganisationen
Sachsen-Anhalt e.V. (LAMSA)

sowie dem CLUBDIALOG e.V



Welche Fragendie Teilnehmenden mitbrachten

Schon zu Beginn wurde deutlich,
welche unterschiedlichen Fragen die Teilnehmenden mitbrachten:

Wie lasstsich Sicherheit in den
eigenen Raumen verlasslich gestalten?

Was bedeutet Sichtbarkeitim 6ffentlichen
Raum - und wo wird sie zur Belastung?

Welche Risikenentstehen, wenn die
eigene Prasenzin der Offentlichkeit
falsch ausgelegt oder medial verzerrtwird?

Und wie kann man sich im digitalen
Umfeld bewegen,
ohne sich und andere zugefahrden?

Aus diesen Punkten Diese Broschirebindelt nicht nur
ergab sich die Impulse,die im Rahmen des

der gemeinsame Workshopsformuliert wurden, sondern
Ausgangspunkt auch praktische Empfehlungen -

fur diese Handreichung. kleine, klare Schritte,die dabei helfen,

I Menschen, Teams und Raume zu schitzen.



Kapitel 1

- Eingeschitzter Arbeitsraum

Man kann jahrelang im selben Blroarbeiten und trotzdem Details
Ubersehen, die in angespannten Situationenentscheidend werden.
EinRaum wirkt vertraut, bis etwas passiert. Und erstdann merkt man,
welche Wege offen sindund welche nicht.

Erfahrungen aus der Praxis

Mehrere Teilnehmende des Workshopsbeschrieben Situationen,
indenen Fremde plétzlich im Buro standen oder Turenblockiert
wurden. Eine Vertreterin von LAMSAberichtete von einem Vorfall,
bei dem der Eingang ihresHauseskomplett verbarrikadiert wurde.

EinVertreter eines afrikanischen Netzwerks erzéhlte von Konflikten
im Gebaude, davon, wie Menschen ,reinplatzenund beschimpfen"
und wie schnelldaraus eine bedrohliche Situationentstehen kann.

Auch die Arbeit ,im Feld"kam zurSprache: Wege, auf denen man
allein unterwegs ist,Begegnungen, die unerwartet kippen kénnen,
und das Bedlirfnis,erreichbar zu bleiben.

Dabei wurde auch dartber gesprochen, ob persénliche Kontakte
zur Polizeiim Einsatzfallhilfreich sind oder ob klare institutionelle Wege
mehr Sicherheitbieten.

Diese Eindricke machten
deutlich, wie wichtig verlassliche
Routinenund Absprachen sind-
bevor etwas passiert.

]
,Schutzbeginnt vor dem Vorfall." / T \




Was sollte man am Arbeitsort wissen?

Im Workshop zeigte sich, dass viele Risiken

nicht durch groBe Gefdhrdungen entstehen,

sondern durch kleine, tibersehene Details. ‘
Deshalb lohnt essich, ein paar Punkte ganz

klar im Blickzu behalten.

Zugang zuden Raumen

Wer hat Zugang zuden Raumen:

Mitarbeitende, Vermieter, technisches Personaloder andere
Organisationen. Damit |asstsich bessereinschatzen, wer im
Zweifelunbemerkt eintreten kénnte.

Blockierte Ein-und Ausgéange
Ob Eingénge oder Ausgénge blockiertwerden kénnten
und wie das Team in einem solchen Fallreagiert.

Notausgange
Welche Notausgdnge vorhanden sindund ob siewirklich
funktionsfahig sind.

Nachbarn im Gebaude

Werauf den benachbarten Etagen arbeitet- manchmal
sindgenau diese Menschen die schnellsten
Ansprechpersonen, wenn man Unterstutzungbraucht.

Alarmknopf
Ob esim Buroeinen Alarmknopf gibt, der im Bedrohungsfall
genutzt werden kann.




Was gibt es zu beachten?

Vor einer Veranstaltung

Vor einer Veranstaltung hilft es, ein paar Punkte klar festzulegen -
damit das Team vorbereitet istund Ablaufe nicht erstim Moment
der Anspannung entschieden werden mussen:

Die Raume vorher ansehen -um zuverstehen, wie die
Teilnehmenden ankommen und wo es zu Engstellenkommen
kann.

Festlegen,wer die Vorbereitung verantwortet und am Ende
das klare Startsignalgibt.

Beim Ordnungsamt oder der nédchstgelegenen
Polizeidienststelleklaren,ob eine Anmeldung nétig ist,wenn
die Veranstaltung drauBen stattfindet oder 6ffentlich
zugéanglich ist.

Vereinbaren, wie das Team handelt, wenn eine unerwiinschte
Personerscheint oder jemand sich aggressiv verhalt

In angespannten oder unerwarteten
Situationen sollte vorher klar sein:

Wer entscheidet, eine

Veranstaltung abzubrechen.
Wer die Polizeiruft.

Wie das Team schnell
informiert wird, wenn sich die

Lage verdndert.




,Sicherheit istkein Luxus."

Arbeit ,im Feld“:verbunden bleiben

Live-Standortim Messenger: In WhatsApp, Signaloder Telegram
Iasstsich der Standort zeitlich begrenzt teilen (15—-60Minuten). So
weiB3 das Team, wo die entsprechende Persongerade ist.

SOS-Funktiondes Smartphones: Mehrfaches Dricken der
Seitentaste |6st automatisch eine SOS-Nachrichtmit Standort an
zuvorausgewahlte Kontakte aus - hilfreich,wenn Schreiben oder
Telefonieren nicht méglich ist.

Und noch zwei kleine Regeln,
die im Alltag viel bewirken:

+ Termine - nur nach vorheriger Absprache.
+ Genaue Adresseund Details des Burosoder Events
- nur nach Registrierungder Teilnehmenden.

-Manchmal hadngt meine Sicherheit
Stimmen aus dem Workshop: einfach davon ab, wie schnellich

laufen kann.”
I

,Haltung alleine reicht nicht”



Kapitel 2
Datenschutz = Menschenschutz

Migrantenorganisationen arbeiten taglich mit Menschen, die
ihnen sehr Persdnlichesanvertrauen: Geschichten, Fotos,
Dokumente. EssindFrauen,die Gewalt erlebt haben;
Familien, die sich in schwierigen Lebenslagen zurechtfinden
mussen;Geflichtete, die einen sicheren Ort suchen. Alles,was
sie mitbringen, istnicht nur Information - esistein Stuckihrer
Realitat, verletzlich und schutzbedurftig.

Mit diesen Daten verantwortlich umzugehen, gehdrt zum Kernder
Arbeit. Aber auch Mitarbeitende kédnnen genau aus diesem Grund
betroffen sein.

Im Workshop wurde deutlich, wie schnell das in der Praxispassieren
kann: EinName in einer Rechnung, eine Adressein Unterlagen, ein
Foto, auf dem pldtzlich mehr sichtbar ist,alsman zeigen wollte -
solche Beispieletauchten mehrfach auf.

Und eine Teilnehmerin von LAMSA erzahlte, dass sie schlieBlich eine
Meldesperre beantragen musste,weil ihr Wohnort zu leicht zu finden
war.

,Privat und o6ffentlich trennen -
das geht kaum."



01.Dokumente sofortweglegen

Fragebdgen und Listengleich verstauen - nicht ,spater".
Ingemeinsam genutzten Rd&umen gehen Turenauf,
Menschen suchen etwas, Dokumente bleiben offen
liegen.

02. Keine Fotosauf privaten Handys

Private Gerate kénnen verloren gehen, Fotoskénnen
versehentlich verschicktwerden oder in die Cloud
geraten.

Besser:nurDienstgeréate oder geschutzte Kanéle.

03. Zugriffbegrenzen
PersonenbezogeneDaten nurdort verfigbar machen,
wo siewirklichgebraucht werden (Need-to-Know-Prinzip).

04. Zugénge sofort schlieBen

Ordner, Drives,Chats fir ehemalige Mitarbeitende am
Austrittstag deaktivieren - nicht aus Misstrauen, sondern
aus Verantwortung.



Wenn Mitarbeitende selbstgefahrdet sein kdnnen

Wer beruflich sichtbar ist,gerét schneller insBlickfeld anderer —
auch solcher, die diese Sichtbarkeitausnutzen kbnnten.

Deshalb lohnt es sich, frih dartiber nachzudenken, wie man die
eigenen Angaben schitzt.Einedienstliche Nummer oder ein
separater Account hilft, Privatesund Beruflichesvoneinander zu
trennen.

Auch der Verzicht auf den vollstdndigen Namen kann sinnvollsein
- ein Vorname oder ein Nickname genugt oft. Und in besonders
sensiblen Fallen kann eine Meldesperre zusétzlichen Schutz
bieten.

Esgeht nicht darum, sich zu verstecken, sondern darum,
bewusst zu entscheiden, welche Spurenman hinterlasst.

Nicht immer sind es die offensichtlichen Motive, die etwas
preisgeben, sondern kleine Detailsim Hintergrund:

« ein Spiegel, der eine Turreflektiert;

*  eine Raumnummer;

+ eine Person,die nie zugestimmt hat, sichtbar zusein;

« ein StraBenschildoder eine Haltestelle im Glas.

Offentlichkeit kann starken,aber siemacht auch verletzlich.
Mehrere Teilnehmende beschrieben, wie schwierigder Umgang
mit Medien seinkann —besonders dann, wenn Aussagen aus
dem Kontext gerissenwerden.

Im Workshop erzahlte die Vorsitzende des BBT,dassihre Worte in
einem Presseartikelmehrfachanders wiedergegeben wurden, als
siegemeint waren.

Auch ein Vertreter von FOTEDsagte, dass seine Organisation

nach solchen Erfahrungenkaum noch auf Presseanfragen
reagiert —aus Sorge, wieder falsch zitiertzu werden.



,Offentlichkeit bedeutet
Angreifbarkeit."

+~Mir wurde schon dreimal das Wort
rumgedreht!"

Gerade deshalb istes hilfreich, vorbereitet zu sein:

+ Eigene Kernaussagen sammeln: kurze, klare Formulierungen,
die auch in geklrzten Zitaten Bestand haben.

+ Material prifen: Redaktionen freundlich darum bitten, Zitate
oder Beitrage vor Vero6ffentlichung zu schicken —ein Ublicher
und professioneller Schritt.

+  Vorab den Kontextklaren: Wo erscheintdas Gesprach? Wer
liestes? Welche Passage wird hervorgehoben?

Im Netz braucht es oft
wenig, um auffindbar
zuwerden.
Eineinzelner Hinweis —
ein Hashtag, ein
Name, eine
Markierung —kann
reichen, damit eine
Person sichtbar wird
und kontaktiert
werden kann, mit
guten oder

schlechten Absichten.

Esgeht um
Selbstschutz, nicht um
Selbstzensur.

Darum lohnt sich ein
bewusster Blick auf
das eigene Profil:

Mussdie Organisation dort wirklich
genannt werden?

SindGeotags notwendig?

Welche privaten Bildermdéchte man in
einem offenen digitalen Raum zeigen?
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Sicherheitder Gerate —
Technik, die nicht im Stich lasst

Datenpannen in NPOsentstehen selten durch professionelle
Angriffe, sondern durch alltédgliche Situationen:ein
ungesperrtes Gerat, ein gemeinsames WLANoder
automatische Backups,die Daten inprivate Ordner
verschieben.

Was man einmal einrichtet und
dann kaum noch anfassenmuss

Im Workshop wurde deutlich, wie nah diese Themen an der Praxis
vieler Organisationen sind. EinTeilnehmer aus LAMSA schilderte,
wie schnellgestohlene Telefone friherausgeschaltet wurden —
und warum aktuelle Schutzfunktionenheute entscheidend sind.

Andere berichteten, dassein einzigesArbeitsfoto unerwartet in
privaten Cloud-Ordnern auftauchen kann, weil Backups
automatisch synchronisieren.

EinVertreter des ZAGD erzéhlte, dass ihr WLAN-Passwortiber
Jahre an Mitarbeitende, Ehrenamtliche und Besucher
weitergegeben wurde, ohne esje zuandern.



Bildschirmsperre

Telefon und Laptop solltensich nach kurzerZeit
automatisch sperren. PIN,Passwortoder Fingerabdruck —
jede Formder Absicherung istbesserals gar keine. Sie
verhindert, dassvertrauliche Daten offen sichtbar bleiben,
wenn man nur kurzden Raum verlasstoder von jemandem
angesprochen wird.

Geréatesuche

Wenn ein Gerét verloren geht oder gestohlen wird, hilft
diese Funktiondabei, seinen Standort zu ermitteln und so
schneller reagieren zu kénnen. Siewird ein einziges Mal
eingerichtet:

iPhone:Einstellungen— Apple-ID = ,Wo ist?"/ ,Find My" —
,Mein iPhone suchen".

Y Android: Einstellungen— Google — ,Find My Device". )

~

Zwei-Faktor-Authentifizierung

Einezweite Sicherheitsebene: Neben dem Passwort

braucht man einen zuséatzlichenCode, der aufs Handy

geschickt wird. Selbstwenn jemand das Passwortkennt,

bleibt der Zugang blockiert. Aktivieren lasstsich diese

Funktionim Bereich ,Sicherheit / Security" = ,Zwei-Fak-

tor-Authentifizierung"beziehungsweise in vergleichbaren
\MenUpunkten. )

Diebstahlschutz

Viele aktuelle Smartphones bieten eine Einstellung,die
verhindert, dass ein gestohlenes Geréat sofort ausgeschaltet
oder inden Flugmodus versetztwird. Ohne PIN,Fingerab-
druck oder Gesichtserkennung lassensich weder die
Benachrichtigungsleiste6ffnen noch das Gerat ausschalten
oder zurucksetzen.Sobleibt das Telefon langer online und
damit auffindbar oder aus der Fernesperrbar.

J




‘ Alltagliche Gewohnheiten,
die mehr schutzen als Regeln

Keine Arbeitsdokumente in der privaten Fotogalerie

Fotossynchronisierensich automatisch in private Clouds
oder Familienalben. Eineinziges Bild mit sensiblen Daten
kann unbemerkt an Orte wandern, wo es nicht hingehért.

Geréate nicht offen liegen lassen

In NPO-Burosistviel Bewegung: Mitarbeitende,
Ehrenamtliche, Besucher, Partnerorganisationen. Eine
Minute reicht, damit vertrauliche Informationen sichtbar
werden.

Backup-Einstellungen prifen

Wichtig ist,dass Sicherungskopien nicht automatisch im
privaten iCloud- oder Google-Drive-Kontolanden.

Werden diese Einstellungennicht gepruft, kbnnen
Arbeitsdateien der NKO unbeabsichtigt in privaten Clouds,
Familienalben auf Zweitgeraten oder in alten Backups
gespeichert werden, ohne dassdiesim Blurobemerkt wird.

Kleine Alltagsfalle: das gemeinsame WLAN
Viele BlUrosnutzen ein einziges WLAN fur Mitarbeitende,

dass Gerate im selben Netzwerk sichtbar werden. Ein

Besucher und Partnerorganisationen. Das erhdht das Risiko,

getrenntes Gastnetz schafft schnell und stillmehr Sicherheit.
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W Digitale Sicherheit

& Umgang mit Hate

,Das Netz vergisstnie." Der Satzfiel frih im Workshop
und viele nickten. Eswurde darlber gesprochen, wie
schnell ein Postin digitalen Rdumen landet, flr die er
nie gedacht war, manchmal sogarinrechtsextremen
Gruppen.

Hate oder konstruktive Kritik? Digitale Angriffe bewaltigen

EinTeilnehmer aus dem LAMSA-Netzwerkschilderte, wie unter
einem sachlichen Beitrag innerhalb einer Stunde dutzende
aggressive Kommentare auftauchten, biser die
Kommentarfunktion ausschalten musste. EinVertreter eines
afrikanischen Netzwerkssagte, dass digitale Angriffe
besonders schnell eskalieren, sobald ihre Arbeit international
sichtbarer wird.

Hate istkein Gesprach. Erhat nicht das Ziel,zu klaren,
sondern zu verletzen, zu provozieren, aus dem Gleichgewicht
zu bringen. KonstruktiveKritikdagegen hat andere Merkmale.
Hiersind die wichtigsten Unterschiede:

+ Fokus:Kritikrichtet sich auf Inhalte, ldeen, Aussagen. Hate
richtet sich fastimmer gegen die Person.

+ Form:Kritikargumentiert. Hate provoziert, beleidigt,
beschuldigt.

JSAfrikanische Menschen befinden
sich in der niedrigsten Liga der
Stimmen aus dem Workshop: Sicherheit."

,Wir hinterlassen immer Spuren —

bewusst oder unbewusst."



Sollman antworten - oder besserschweigen?

Der Impuls, sofort etwas zu erwidern, iststark. Vor allem, wenn
Kritikungerecht istoder jemand uUbergriffig wird. Aber hier hilft
eine kurzePause—manchmal eine Stunde, manchmal ein Tag.
Sieschafft Abstand. Sieermdglicht, mit dem Team Ricksprache
zu halten. Und sieverhindert, dassman etwas sagt, das spéater
bereut wird.

Firsolche Situationen eignen sich ruhige, neutrale Antworten,
die weder eskalieren noch Raum fir Missverstdndnisselassen:

«  ,Wirprifen das intern und melden uns."

«  ,Wirentfernen lhren Kommentar, da er nicht mit unseren
Community-Regeln und unsererdigitalen Sicherheitsrichtlinie
vereinbar ist."

Was man auf keinen Falltun sollte:

* nicht in eine Auseinandersetzung einsteigen
+ sichnicht rechtfertigen

* nicht emotional reagieren

+ nicht auf Provokationen eingehen

Hate lebt von Aufmerksamkeit.
Und die mussman ihm nicht geben.

Wenn der digitale Druck bereitsbegonnen hat

Dann gilt: ruhig bleiben, dokumentieren, absichern.

« Screenshotsanfertigen: Kommentare, Nachrichten,
Profile

+ Plattform-Funktion,Meldung" nutzen bei Drohungen
oder rassistischenlnhalten

* Anzeige erstatten

Esgeht darum, Verantwortung abzugeben,
nicht darum, alles allein auszuhalten.



+~Ein Kommentar reicht —
und die Welle beginnt."

SilentModeration: wenn Schweigen schutzt

Wenn eine Diskussionausdem Ruder |duft, mussman nicht
Offentlich antworten oder streiten.Viele Plattformen bieten
dafiir eine Funktion,die oft ,SilentModeration" hei3t: Man kann
Kommentare einschranken, ohne siesichtbar zuléschen.
Aggressive Nutzer*innen kbnnen weiter schreiben, aber ihre
Beitrdge werden nur fir sie selbstoder fir wenige sichtbar. So
stoppt man die Dynamik, ohne eine offene Auseinandersetzung
zubeginnen.

Sinnvollistdas, wenn Kommentare hartnackig werden,
aggressivwirken oder Anzeichen von Drohungen,
Diskriminierungoder Rassismusenthalten. In manchen Féllen ist
eine Blockierung die vernunftigste Entscheidung.

Die wichtigsten Einstellungenfinden sich unter Privatsphéare /
Moderation der jeweiligen Plattform:

« wer kommentieren darf
+  welche Wérterautomatisch verborgen werden
« zuséatzliche Filterfir unerwiinschte Reaktionen

Dasistdigitale Hygiene und ein Schutzfir die Menschen, die
online fir die Organisation stehen.



Zum Schluss
Sicherheitbeginnt im Team

Keine technische Einstellung,kein Protokoll
ersetztetwas, das viel grundlegender ist:ein
Team, das sich kennt, das miteinander spricht,
das in schwierigen Situationen weif3, wer
welchen Schrittibernimmt.

Sicherheitentstehtdort, wo Menschen nicht nebeneinander arbeiten,
sondern miteinander —mit klaren Absprachen, verlasslichen Wegen
der Kommunikation und dem Geflhl, dass niemand allein gelassen wird.

Wer koordiniert im Ernstfall?

In jeder Organisation sollte es eine Persongeben, die im Blick
behalt, was zutun ist,wenn etwas aus dem Ruderlauft. Das
kann die Projektleitungsein,die Geschaftsfihrung oder jemand,
der ausdrucklichdafir benannt wurde.

Wichtig ist nur eines: Alle wissen, an wen sie sich zuerstwenden
mussen. Esschafft Ruhe, wenn diese Zustandigkeit nicht erstim
Ernstfallgeklart wird.

Signalworter, die im Team funktionieren

Oftmals reicht ein Satz,damit jemand versteht: Eswird gerade
ernst,ich brauche dich jetztsofort.

Signalwoérteroder kurzeVereinbarungen helfen, ohne Aufsehen
Unterstlatzung zu holen:

« ,Bleib bitte kurz hier." —ich mdchte nicht allein bleiben.
«  ,Kénnen wir kurz rausgehen?" — wir missen die Situation
einschéatzen, ohne Publikum.

Diese Satze missen nicht dramatisch sein. Wichtig istnur, dass
alle im Team siekennen und wissen,was siebedeuten.



Einschneller, klarer Kommunikationskanal

Teamsbrauchen einen Ort,an dem dringende Informationen
nicht untergehen.

Das kann sein:ein separater Chat, der ausschlieBlichfir akute
Situationen genutzt wird, oder ein klarer Hinweisdarauf, wer im
Notfall erreichbar ist.

Solche Kanéle klingen unscheinbar, aber sieverkirzen
Entscheidungswege und vermeiden Missverstdndnisseim
entscheidenden Moment.

Einkurzer, verstandlicher Notfallplan

Niemand braucht eine 20-seitigeAnleitung. Aber eine kleine,
klare Orientierung, die im Kopf bleibt, hilftenorm.

Darauf kann stehen: Was tun, wenn ein Gesprach plétzlich
kippt? Wen informieren, wenn es Hinweise auf Eskalationoder
Angriff gibt?

Solche Plane sind kein Zeichen von Unsicherheit, sondern von
Professionalitat.

Einanderim Blick behalten

Manchmal istdie wichtigste Frage die einfachste:
»Alles okay? Willstdu kurzreden?"

Und manchmal braucht jemand Hilfebei einem n&chsten
Schritt:die koordinierende Personanrufen, eine kurze Meldung
in den Notfall-Chat schreiben, die Situationdokumentieren:
Datum, Uhrzeit,wer beteiligt war, was genau passiertist.

Essindkleine Gesten, die dafir sorgen, dassniemand das
Geflhl hat, alleindurch eine schwierige Erfahrunggehen zu
mussen.



RegelméaBige Schulungen

. Kurze,regelméBige Trainings—intern oder mit externer
Unterstitzung— helfen dabei, Ablaufe zufestigen und im
Ernstfallsicher zu handeln.

( )
Manches lasstsich planen, anderes nicht. Aber Sicherheit
entstehtoft genau dort, wo Menschen einander nicht aus
den Augen verlieren.

Wo jemand kurz nachfragt.

Wo jemand dazukommt, wenn eine Situationkippt.

Wo klar ist,wer welchen Schrittiibernimmt und niemand
allein bleibt.

Und manchmal reicht genau das.

SWir missen lernen, uns
gegenseitig sichtbar zu machen
—nicht nur die Angriffe."

,Niemand sollallein bleiben —
weder vor Ort noch online."




Wo Unterstltzung zu finden ist

Sicherheitim Ehrenamt hat viele Ebenen —digitale,

' organisatorische, persdnliche. Und es gibt Stellen,die dabei
unterstitzen, Orientierung geben und im Ernstfallbegleiten.
Hiereine Auswabhl, die im Alltag wirklich weiterhilft:

Digitale Sicherheit & Umgang mit Hate

4 )
+  HateAid —

Beratung und rechtliche Begleitung bei digitaler Gewalt
hateaid.org
Superrr Lab —
Materialien und Werkzeuge zurdigitalen Sicherheitfur
Initiativen und NPOssuperrr.net
Digitalcourage —
Hinweise zu Datenschutz, sicherer Kommunikation und
praktischen Toolsdigitalcourage.de

Beratung im Bedrohungsfall

Mobile Beratung gegen Rechtsextremismus—
Unterstitzungbei Bedrohungen und Einschichterungen
mobile-beratung.de




Schutzkonzepte & 6ffentliche Auftritte

-

Amadeu Antonio Stiftung—

Beratung und Handreichungen zum Umgang mit
Anfeindungen amadeu-antonio-stifiung.de
BAGFA —

Impulse und Materialien zurSicherheitim Ehrenamt
bagfa.de

ParitatischerGesamtverband —

Leitfaden zurEntwicklung von Schutzkonzepten
der-paritaetische.de
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